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CHAPTER 11.  FILE TRANSFER AND REMOTE LOGON



11.01 PURPOSE



This chapter provides information needed by individuals involved in the installation and management of the FT (File Transfer) and RL (Remote Logon) capabilities.  Appendixes A and B contain step by step instructions for the use of FT and RL.  Appendix C contains instructions on viewing and printing the File Transfer Log.



11.02 REFERENCE MATERIALS



The following reference materials should be maintained.  Refer to Wang's Literature Catalog for the most recent version.



          WS (Wang Systems Networking) VS Network Configuration Guide

          VS Network Control and Monitoring Guide

          Network User Guide for VS Systems

          Software Bulletin for Operating System



11.03 Security-FILES



  a. SSA (System) Security Access) rights must be assigned to the following files.



                                 FILE	LIBRARY



                                 TRANSFER	@SYSTEM@

                                 FTGMGMT	@SYSTEM@

�                                 CNS	@SYSCOM@

                                 CMSTART	@SYSCOM@

��                                 LOGTSK	@SYSCOM@

                                 @CNXMGR@	@SYSCOM@

                                 @RATTSK@	@SYSCOM@

                                 @RAFGATE	@SYSCOM@

                                 @RMTIPC	@SYSCOM@

                                 CNSMGR	@SYSCOM@

�                                 @DSMGR@	@SYSDIR@

                                 DIRSYNC	@SYSDIR@

                                 BDSBACK	@SYSDIR@

�                                 @SFMGR@	WOLIB

                                 @WOAMGR@	WOLIB

                                 SFSUBMIT	WOLIB

                                 BKPGDRVR	WOLIB





b.	File Protection Class "W" should be assigned to the FTGLIST file (FTGLIST in @SYSTEM@ on Sl) to prevent unauthorized users from creating FT Groups.



c. The System volume (SI) and the Wang OFFICE volume (VI) must be mounted as SECURE.
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11.04 REMOTE LOGON



Remote Logon (VS Terminal Emulation) service allows users of remote systems to log on to the VS and run most programs and procedures.  Programs which require the downloading of microcode to a workstation (such as WP (word processing)) cannot be executed by remote users.



a. Security



(1)	Each System Administrator is responsible for the security of the data that resides on his/her local system.  The security procedures outlined in this chapter are minimum standards.  It is anticipated that each field station will implement more detailed policy and procedures that govern access to its System.



(2)	For a user at a remote system to log on the system, a User ID for that person must reside in the local system.  Access rights to files as well as access to Command Processor functions are controlled by the User ID.  The assignment of R (Read) access to File Protection Class "X" is recommended when creating User IDs for remote users.  In this example, "public files" on a system could be assigned a File Protection Class of "X" and be shared with (accessed by) remote users who have logged on the local system.  Remote users who require access to a specific file class could be given R access to that File Protection Class when their User ID is assigned in SECURITY.



For example, a remote Adjudication Division User who requires access to File Protection Class "B" on a local system could be assigned R access to both the "B" and "X" File Protection Classes.  Additional system security can be achieved through the development of remote user logon procedures that limit access to specific programs or utilities on the system.  The User ID's for remote users are created in the same manner as local interactive users. (Refer to System User List Chapter 4.)



11.05 INTER-SYSTEM SECURITY FOR FILE TRANSFER



When the communications file (@CNSCOM@) is installed, no File Access Privileges have been defined for other systems in the network.  The files and documents that can be retrieved by a remote VS system depend on the file classes to which the remote system has access.  The user performing an FT function is considered the remote system, rather than an individual who has been assigned a local User ID and Password.  Remote system access rights for each system in the network are defined in SECURITY under Inter-System Security.  Via the SECURITY Utility PF12 (Inter-System Security) the System Administrator can govern which VS files a remote system can read, delete, or replace when executing FT.  Read (R) access to File Protection Class "X" should be given to each remote system defined in the network.  Write (W) access to File Protection Class "X" should only be given to remote systems that need to delete or replace files when performing an FT function. (Detailed instructions on how to assign SSA rights to remote systems are provided in the VS Network Configuration and Operations Guide for VS Systems, ch. 4.)



11.06	DEFINING VS FILE TRANSFER GROUPS



a.	Transfer Groups enable the systems to control naming, placement, and protection of transferred files and documents.  Transfer Groups apply only to files and documents received by the system.  At a minimum, all systems must have the default Transfer Groups named DEFAULTXFGROUP and WANGOFFICE.  The FT service (as defined in the communications file "@ CNSCOM@") on all VBA (Veterans Benefits Administration) systems identifies DEFAULTXFGROUP as the default Transfer Group for each system in the VBA network.



b.	 Each System Administrator should enter the following parameters in DEFAULTXFGROUP Transfer Group.  Follow these steps to update DEFAULTXFGROUP:



(1)	Run TRANSFER utility.



(2)	Press PF5 (Auxiliary Functions).
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  (3) Press PF2 (Maintain Transfer Groups).  The Transfer utility displays the names of existing Transfer Groups.  Move the cursor to DEFAULTXFGROUP and press ENTER.  The screen (fig. 11-1) with the correct default values entered is provided below:



***  MESSAGE WUOO BY DISTRIB



INFORMATION REQUIRED BY DISTRIB SERVICES

TO DEFINE DEFAULTS



The following default information is associated with transfer

group name = DEFAULTXFGROUP:



	These describe where	File prefix	= VBA	User override = YES

	received files	in library	= VBA	User override = YES

	will be placed	on volume	= S1	User override = YES

		WP document library	= X	User override = YES



		OIS FILE = S1:VBA.VBA	User override = YES

	in format Volume:Library.File prefix



	These describe how	File prefix	=	A-Z, @, #, $ or blank

	received files	Retention period	= 000 days

	are protected	Owner of Record	= FT



Press ENTER to record the information or

	PF1 to return to the previous screen



Figure  11-1.  Maintain Transfer Groups Menu



(a)	Transfer Group Name.  The Transfer Group name that was shown in the FT service definition for the VS is DEFAULTXFGROUP.  This will already be entered in this space.



(b)	File Prefix.  All received files for which a file name was not specified will have the prefix VBA.  The remaining characters are automatically assigned by the system.



(c)	In Library.  The library default will be VBA.  All files received under the control of the DEFAULTXFGROUP will be stored in the VBA library.



(d)	On Volume.  The volume that will store all files received under the control of this Transfer Group will be the system volume (SI).



(e)	WP Document Library.  The "X" WP library will be used to store all WP documents received under the control of DEFAULTXFGROUP.  When WP documents are received the system automatically assigns the next available number in the designated library.  The document index of library "X" should be reviewed on a regular basis to identify any documents that should be archived or deleted from the system.



(f)	User Override.  By typing "YES" in all the User Override placement options on the screen, remote or local users are allowed to select alternative placement (different options than the defaults shown on this screen) at the time of a Transfer request.  All User Overrides will be entered as "YES" so that files and documents may be delivered directly to a specific place on the system.
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(g)	OIS FILE.  This is used for OIS systems.  Even though VBA does not have any OIS systems, S1:VBA.VBA should be entered.



(h)	File Class.  In order to make all documents received on the system accessible by all users, the File Class must be a "blank."



(i)	Retention Period.  This indicates how many days the file will be protected by the receiving VS before it can be modified or deleted.  Typing three zeros in this field will enable users to delete files and documents from the system on the same day they were received.



(j)	Owner of Record.  Type "FT." The System Administrator will create the "FT" User ID and password with the SECURITY utility.  Assigning all documents received via File Transfer to "FT's" ownership will help to review and purge the unwanted documents.



11.07 PROTECTION OF VS FILE TRANSFER GROUPS



File Transfer Groups are stored in a file named FTGLIST in Library @SYSTEM@ on Volume Sl.  On an VBA systems, the file FTGLIST will be assigned a file protection class of "W" to prevent unauthorized users from creating and deleting File Transfer Groups.  The file protection class for the file FTGLIST can be verified by viewing the file from the Command Processor by pressing PF5 (Manage Files and Libraries).  PF9 (Modify) can be used to change the protection class of this file to "W" if this was not specified during the installation of the FT software.



11.08	MAINTAINING AND PRINTING THE FILE TRANSFER LOG



a.	An FT Log is maintained by the system to record the date, time, local file name, remote file name, user, remote site, Transfer Group, transfer type, and record count for all transfer requests.  In addition, the status and final result of all transfer requests are recorded in the log.  For absolute confirmation that the transfer of a file or document was successful, the user must check this log.  Since some users may be restricted from the Command Processor, it may be necessary to assign temporary access to print or view the log.  Alternatively, the user may call the System Administrator to verify successful transmission.  Refer to appendix C for instructions to view and print the FTLog.  A sample of the FT Log (fig. 11-2) is provided below. (For a complete description of the fields included in the log refer to ch. 2 of the Network Guide for VS Systems.)



DISTRIBUTION SERVICES FACILITY LOG FILE



SYSTEM 105DVB01	PAGE 001



DATE	TIME	SOURCE FILE NAME/DEST FILE NAME	USER



08/10/89	07:56:39	(S)-PUD	CAVFOC	V3	M03 ¹

		(D)-PUD	CAVFOC	V1

*** TRANSFER COMPLETED SUCCESSFULLY *** ** INITIATED BY REMOTE USER **



08/10/89	07:56:44	(S)-ONELOOK	CAVFOC	V3	M03 ²

		(D)-ONELOOK	CAVFOC	V1

*** DUPLICATE FILE EXISTS AND REPLACE = NO SPECIFIED - TRANSFER REQUEST

REJECTED ***	** INITIATED BY REMOTE USER **



	REMOTE SITE	TRANSFER GROUP	TRANSFER TYPE	RC



372DVB01	DEFAULTXFGROUP	RECEIVE (U)	000 ¹



372DVB01	DEFAULTXFGROUP	RECEIVE (U)	124 ²



Figure 11-2.  Sample File Transfer Log
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Two sample entries are listed.  A record of information in the report is represented by ¹ and ².  The actual file display and printout are formatted horizontally.



b.	Printing the FT Log.  The FT Log can be printed for review purposes.  To print the FT Log refer to appendix C. DO NOT USE the DISPLAY utility to view the active log file (@NOTIFY@ in @SYSTEM@); if this is done, the active log file may be be damaged if transfer requests are currently being processed by the system.  Additionally, the active log file (@NOTIFY@) is stored as an encrypted file by the system.



c.	Purging the Log.  Once each week, the FT Log should be printed by the System Administrator with the PURGE option field changed to YES (fig. 11-3) so that the active FT Log is reinitialized.  Reinitialization of the FT Log is required to conserve disk s ace on the VBA system volume (SI).



Wang VS GETPARM v 7	Parameter Reference Name:  INPUT

	Message Id:     0000

	Component:  PRTLOG



Information Required by TRANSFER





***  WANG VS - DISTRIBUTION SERVICES PRINT LOG UTILITY VERSION  9.06.23  ***



	PRINT CLASS	=A	(A-Z)



	FORM#	=000	(000-255)



PURGE CURRENT LOG FILE ?

	PURGE	=YES







PRESS (ENTER) TO PRINT, OR PRESS (PF16) TO TERMINATE





Figure 11-3.  File Transfer Log Purge Screen



11.09 VS TRANSMIT AND RETRIEVE QUEUES



For additional information refer to ch. 4 of the Wang Network User Guide for VS Systems.



a.	VS Transmit Queue



(1)	The VS Transmit Queue contains information about files or documents being sent from the VS to a remote location.  The queue displays only those requests submitted by the users on local systems.



(2)	There are two ways to access the transmit queue:



(a)	From the Command Processor (HELP) screen, press PF4 (Manage Queues) then PF4 (Transmit Queue); or 



(b)	From the Operators Console, press PF4 (Transmit Queue).
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b.	VS Retrieve Queue



(1)	The VS Retrieve Queue displays information about all files or documents being retrieved by the VS system  from remote location.



(2)	There are two ways to access the Retrieve Queue:



(a)	From the Command Processor Screen (HELP), press PF4 (Manage Queues), then PF5 (Retrieve Queue).



(b)	From the Operator's Console, press PF5 (Retrieve Queue).



(c)	PF Keys. The PF Key choices are consistent through all the Transmit and Retrieve Queue screens.



(1)	PF6 (Retrieve  Queue/Transmit  Queue).  By pressing PF6 a user may move between the Transmit and Retrieve Queues.  If a user is at a Transmit screen, the PF6 prompt is Retrieve Queue.  Conversely, if the user is at a Retrieve screen, the PF6 prompt is Transmit Queue.



(2)	PF7 (Hold/Release).  When running Transfer, users select whether the file or document will be ACTIVE or on HOLD.  If the user selects ACTIVE, the queue status will be blank (signifying active status).  If File Transfer is active on the remote system, the file or document will begin transferring immediately and the status field will change from blank to "XFERING." To put the file or document on hold, press PF7.  If HOLD is selected, the file or document will be placed in the queue under the HOLD status.  To release a file or document in HOLD status to be retrieved/transferred, press PF7.



(3)	PF12 (Remove). To stop a transfer or retrieval that is in progress, the user must use the VS Operator's Console queue control. Press PF12 to remove an item from the queue. That item will not be retrieved/transmitted.



(4)	PF13 (Local/Remote Info).  The queues display two types of information about requests: local and remote.  The local information identifies the file or document as it is recognized by the sending VS.  The remote information identifies the file or document as it is known to the receiving system.  Press PF13, to move from one screen to the next.



11-10 RLOGON



a.	 RLOGON (Remote Logon) is the VS Terminal Emulation program supported on Operating System Release 7.10 and greater.  The RLOGON program uses CNS software for the establishment of remote logon sessions and provides access to WSN routing resources that are not available to the @ATTACH@ remote logon program.  With the RLOGON program, remote logons to network systems that are both adjacent and non-adjacent (i.e., those systems not connected to the TYMNET transport) in the network topology are supported.  Non-adjacent systems are identified by the term "[non-adjacent]" under the "Link" heading on the Display Communication Systems screen.  The Display Communication Systems screen can be accessed by pressing PF8 (Manage Communications) from the Command Processor and then pressing PF5 (Communication Systems).



b.	To illustrate this function, a user in a VBA field station could use the RLOGON program to attach to a nonadjacent VA Central Office destination network system that is not configured on the TYMNET transport.  In this example, the CNS software will route the session establishment from the VBA field station through one of the VBA VA Central Office systems (101DVB01) and 101DVBO2) that is physically connected to the TYMNET transport.  The RLOGON session will be routed through the VA Central Office system by its CNS software and an "end-to-end" session will be established between the field station user and the destination system.



c.	 Requirements for RLOGON.  The RLOGON program is supported on systems with Operating System 7.10 or greater.  Background tasks $CNSTSK$, @RATTSK@ and @RMTIPC@ must run on both the local and remote systems.  The background task $RATGTE$ is for inbound @ATTACH@ sessions.
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d.	USING the RLOGON Program



(1)	The program RLOGON can be run from the Command Processor by pressing PF1 (Run Program or  Procedure).  When the Run Screen appears, type RLOGON in the Program field and press ENTER.  Since the RLOGON program resides in the @SYSTEM@ library, the LIBRARY and VOLUME fields on the Run Screen do not need to be completed.  The RLOGON Screen, Figure 11-4 will appear next.





Wang VS Workstation Remote Logon (RLOGON)

Copyright Wang Laboratories, Inc. 1988	Version 08.09.15



Please identify yourself by supplying the following information



	Userid	=

	Password	=

	System	=



	(HELP) will not be processed



	(ENTER) Remote Logon	(16) Exit



	(1)  Resume Suspended Session



Figure 11-4.  RLOGON Screen



(2)	The following information is entered in the fields that appear on the RLOGON Screen, Figure 11-4:



(a)	Remote User ID.  Enter the User ID that has been assigned by the System Administrator for logging on the remote system.



(b)	Remote Password. Enter the password that has been assigned by the System Administrator at the remote system.



(c)	Remote System's Name.  Enter the Wangnet ID for the remote system in this field, e.g., 101DVB01, 323DVBO1, 436DVB01.



(d)	Press ENTER after correctly completing the three fields listed above.  The RLOGON Screen will be replaced by the message "Attaching to Network Server" which indicates that the RLOGON session will use the CNS software to establish a session with the remote system.  This message will be replaced by a new message, "Connecting to remote system (Wangnet ID)." Once the CNS software has established a session with the remote system, the Command Processor or "Procedure (Name) in Progress" Screen will appear and the appropriate programs and files on the remote system will be accessible.



e.	 RLOGON Session Termination.  If a user is logged on to a remote system and is logged off by the System Administrator on the remote system, the RLOGON session will be terminated normally.  However, if a user is logged on to a remote system with the RLOGON program and an abnormal termination of the session occurs (such as a DLP (Data Link Processor) transport error), the RLOGON session with the remote system is suspended-not terminated.  To resume the session from the point of suspension, run the RLOGON program again, complete the remote User ID, password, and system name fields on the RLOGON Screen, Figure 1 1-4 and press PF I to resume the suspended session.  The screen that was displayed when the RLOGON session was suspended will appear next.
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f.	RLOGON Procedures.  The RLOGON program can be programmed to enable users to automatically log on to a remote system without requiring any additional input (remote UserID and Password) from the user.  Through the Security Utility, the RLOGON procedure name can be specified as the Logon Procedure for a "DVB" User ID that can be used to automatically logon the VBA VA Central Office systems (101DVB01 or 101DVBO2).  When the "DVB" User ID and password is used to logon the local system, the procedure will automatically log the user onto the VA Central Office system.  A sample RLOGON procedure is provided below:



100  PROCEDURE to Logon on to 101DVB01

200  RUN RLOGON2 in @SYSCOM@ on Sl

300  ENTER SYSNAME USERID = DVB, PASSWORD = FIELD,

400  SYSTEM = 101DVB01



11.11	XFERMANY USERAID



a.	The ISWU (International Society of Wang Users) has developed a program (useraid) named XFERMANY which enables users to queue multiple files or libraries for transfer to a remote system.  Retrieval of multiple files from a remote system is supported with this useraid; however, retrieval of entire libraries is not supported.  The advantage of this program is that it eliminates the need to repeatedly run the program TRANSFER (on an individual file by file basis) to queue multiple files or entire libraries.  The XFERMANY program is not supplied by Wang Laboratories and is not supported by the RSC (Regional Support Centers) or Wang personnel.  Questions concerning the use of the XFERMANY program should be directed to the User Requirements/Assistance Division at FTS 373-3658.



b.	 The program XFERMANY must be stored in the library ISWUAIDS on the system volume.  In addition, the XFERMANY program can only be run from the library named ISWUAIDS, because the program includes an internal reference to a "Screen" file that is maintained in the ISWUAIDS library.



c. Running the XFERMANY Program



The first screen displayed by the XFERMANY program (fig. 11-5) includes options for the following file or document transfers:



(1)	Send Many Files/Libraries (PFl); and



(2)	Retrieve Many Files (PF2).



Version 1.01.00	***  XFERMANY  ***



This program transfers files at 2 levels:

(1)  File level - up to 20 files are allowed:

(2)  Library level - up to 20 libraries can be defined (max 400 files/libr.)



Note:  To send WP documents, express the file as a DP file

	example:	0028G file=0028  library=DOCMNTG

	0028g  file=0028  library=DOCMNTGG



	Pfkey 	Function

	( 1)	Send Many Files / Libraries

	( 2)	Retrieve Many Files (File Level Only)

	(16)	Exit



	This program is available through:

	I.S.W.U., WANG Laboratories, Inc., M/S 1935

	One Industrial Avenue, Lowell, Massachusetts 01851



Figure 11-5.  XFERMANY Options Screen
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d.	PF1-Send Many Files/Libraries



(1)	 When PF1 (Send Many Files/Libraries) is pressed, the XFERMANY Send Screen, Figure 11-6 is displayed.  Multiple files or libraries can be queued for transfer to a remote system by completing the following fields:



(a)	Target System. Enter the Wangnet ID for the system to which the files are being transferred.



(b)	Target Volume. Enter the remote system volume name where the transferred  files  or  libraries  are  to  be  stored.



(c)	 Entire Library Transfer.  Enter "Y" (yes) after "Do you wish to xfer an entire library?" if the XFERMANY program will be used to transfer an entire Library.  A maximum of 20 libraries can be queued for transfer on this screen.  Enter "N" (no) if the XFERMANY program will be used to queue individual files from different libraries.  A maximum of 20 files can be queued for transfer on this screen.



(d)	File, Library and Volume.  When individual files are being queued for transfer to the remote system, all three of these fields must be completed.  When entire libraries are being queued for transfer, only the Library and Volume names are entered.  Word Processing documents are queued for transfer with this program by specifying the Document ID as a DP (data processing) file name; e.g., Document "0101A" would be specified as "File = 0101 Library = DOCMNTA Volume = V1"; Document Library "d" would be specified as "File Library = DOCMNTDD Volume = V1."



(e)	After the information on this screen has been completed, the ENTER key is pressed to begin the transfer process.  The XFERMANY Send Screen, Figure 11-6 wilt be updated to display the name of each file as it is queued for transfer; a summary count of the number of files that have been queued is also updated and displayed on this screen.  When all of the files or libraries have been queued for transfer, the screen is no longer updated.  Press PF16 to return to the XFERMANY Options Screen, Figure 11-5 and then press PF16 (Exit) to terminate the XFERMANY program.





Enter Target System:  386DVB01  ,  and Target Volume:  S1_______            Send        

Do you wish to xfer an entire library?     Y



001�File = __________�Library = CDDATA_______�Volume =  V1___________��002�File = __________�Library = _______________�Volume =  ______________��003�File = __________�Library = _______________�Volume =  ______________��004�File = __________�Library = _______________�Volume =  ______________��005�File = __________�Library = _______________�Volume =  ______________��006�File = __________�Library = _______________�Volume =  ______________��007�File = __________�Library = _______________�Volume =  ______________��008�File = __________�Library = _______________�Volume =  ______________��009�File = __________�Library = _______________�Volume =  ______________��010�File = __________�Library = _______________�Volume =  ______________��011�File = __________�Library = _______________�Volume =  ______________��012�File = __________�Library = _______________�Volume =  ______________��013�File = __________�Library = _______________�Volume =  ______________��014�File = __________�Library = _______________�Volume =  ______________��015�File = __________�Library = _______________�Volume =  ______________��016�File = __________�Library = _______________�Volume =  ______________��017�File = __________�Library = _______________�Volume =  ______________��018�File = __________�Library = _______________�Volume =  ______________��019�File = __________�Library = _______________�Volume =  ______________��020�File = __________�Library = _______________�Volume =  ______________��

Figure 11-6.  XFERMANY Send  Screen
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All files that are placed in the transfer queue are placed in an Active (as opposed to Hold) status.  If file transfer service to the remote system has been allowed and is active, these files will begin transferring immediately.



(2)	When files or libraries are queued for transfer with this program, there is no option for specifying a different file or library name for receipt on the remote system.  If a file or library queued for transfer already exists on the remote system, the XFERMANY program will not replace the existing file or library.  These unsuccessful transfers will be noted in the File Transfer Log with the statement "Duplicate File Exists and Replace = NO Specified-Transfer Request has been Rejected." Therefore, it is important to verify with the remote System Administrator that there are no existing files and libraries named the same as the files or libraries being transferred.



e.	 PF2-Retrieve Many Files (File Level Only).  When PF2 (Retrieve Many Files) is pressed, the XFERMANY Receive Screen, Figure 11-7 is displayed.  Multiple files (not libraries) can be queued for retrieval from a remote system by completing the following fields:



(1)	Target System. Enter the Wangnet ID for the remote system from which the files are being retrieved.



(2)	Target Volume. Enter the local system volume name where the retrieved files will be stored.



(3)	Entire Library Transfer. Enter "N" (no) only after "Do you wish to xfer an entire library?"; the "Y"  (yes)  option  is not supported for the retrieval of entire libraries.



(4)	File, Library and Volume.  When individual files are being queued for retrieval from the remote system, all three of these fields must be completed.  A maximum of 20 files can be queued for retrieval on this screen.  Word Processing documents are queued for retrieval with this program by specifying the Document ID as a DP file name.  For example, Document 0100A would be specified as "File = 0100 Library = DOCMNTA Volume = VI" when it is queued for transfer.



Enter Target System:  385DVB01  ,  and Target Volume:  V1_______            Receive        

Do you wish to xfer an entire library?     Y



001�File = DVBBAKUP�Library = SYSPROC______�Volume =  S1___________��002�File = XFERMANY�Library = ISWUAIDS_____�Volume =  S1___________��003�File = DISKUSE___�Library = ISWUAIDS_____�Volume =  S1___________��004�File = __________�Library = _______________�Volume =  ______________��005�File = __________�Library = _______________�Volume =  ______________��006�File = __________�Library = _______________�Volume =  ______________��007�File = __________�Library = _______________�Volume =  ______________��008�File = __________�Library = _______________�Volume =  ______________��009�File = __________�Library = _______________�Volume =  ______________��010�File = __________�Library = _______________�Volume =  ______________��011�File = __________�Library = _______________�Volume =  ______________��012�File = __________�Library = _______________�Volume =  ______________��013�File = __________�Library = _______________�Volume =  ______________��014�File = __________�Library = _______________�Volume =  ______________��015�File = __________�Library = _______________�Volume =  ______________��016�File = __________�Library = _______________�Volume =  ______________��017�File = __________�Library = _______________�Volume =  ______________��018�File = __________�Library = _______________�Volume =  ______________��019�File = __________�Library = _______________�Volume =  ______________��020�File = __________�Library = _______________�Volume =  ______________��

**  Press ENTER Key to Queue/Xfer, or PF16/32 to Exit  **



Figure 11-7.  XFERMANY Receive Screen
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(5)	After the information on this screen has been completed, the ENTER key is pressed to begin the retrieval queuing process.  The XFERMANY program checks to see whether or not the file being queued for retrieval already exists on the local system.  If the file does exist, a screen prompts and asks the user to replace the existing file with the remote system file before queuing the retrieval request; entering "YES" in the "REPLACE =" field on this screen will process the transfer retrieval request and replace the existing file with the retrieved file.  When all of the files or libraries have been queued for retrieval, press PF16 to return to the XFERMANY Options Screen, Figure 11-5 and then press PF16 (Exit) to terminate the XFERMANY program.  All files that are placed in the retrieve queue are placed in an Active (as opposed to Hold) status.  If file transfer service to the remote system has been allowed on the system and is active on the remote system, these files will begin transferring immediately.
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